**Checklist for test cases for login form:**

1. Login:
   1. with Facebook account — main login/remind pass/register pages:
   2. Previously registered
   3. Not registered
   4. Login with Google account — main login/remind pass/register pages:
      1. Previously registered
      2. Not registered
   5. Email and password (+phone):
      1. Valid email, valid password
      2. Not valid email, valid password
      3. Valid email, not valid password
      4. blank email, valid password
      5. valid email, blank password
      6. inactive creds
      7. active creds:
         1. old password
         2. new password
   6. Back button:
      1. should not take User to log out mode after successful login
      2. should not take User to log in mode after successful log out
2. Remind password:
3. New email:
   1. Not malformed
   2. Malformed
4. Already registered email
5. “I remembered my password” link
6. arrival of email pass reset
7. Register:
8. New email:
   1. Not malformed
   2. Malformed
9. Already registered email
10. name/surname
11. security requirements for password field
12. “I am already registered” link
13. arrival of email confirmation
14. Remember me checkbox:
15. Page reload
16. Browser restart
17. Tab close/open
18. session timeout
19. All fields input/error messages with incorrect field highlighting:
20. Empty:
    1. white space(s)
21. Malformed
22. required
23. min num of chars
24. white space(s) before
25. characters limit:
    1. shortest/shortest -1 chars
    2. longest/longest +1 chars
26. case-sensitive
27. Placeholders
28. AREA a11y
29. font type/size
30. Login window:
    1. closing:
       1. Top right “X” button
       2. Click outside
    2. opening:
       1. “Enter your personal account” link:
          1. top right in header
          2. in checkout process
          3. after add to wishlist attempt
31. Password field:
    1. Asterisks/bullets for password field:
    2. couldn’t be copied
32. CAPTCHA:
    1. appearance on not valid login attempts:
       1. email/password
       2. Facebook/Google accounts
    2. DDoS reloads of page
    3. no login without correct CAPTCHA input
    4. new CAPTCHA regeneration after reload/restart
    5. case-sensitive
    6. audio support
33. Security:
    1. XSS
    2. SQL injection
    3. no info on page source
    4. all requests are made with HTTPS
    5. JS off
    6. cookies off
    7. login page visit if already logged in redirect
34. Mobile:
    1. reflow of UI
    2. no scroll
35. UX:
36. Tab/Shift+Tab navigation
37. Enter key submit
38. Cursor is focused on first field
39. Sample checklist - [qa\_work\_samples/QA Checklist.docx at 72f3b61f72e3f1912633aa6c49446febbcd79676 · notuxius/qa\_work\_samples (github.com)](https://github.com/notuxius/qa_work_samples/blob/72f3b61f72e3f1912633aa6c49446febbcd79676/Laboratory%20Solutions/QA%20Checklist.docx)

**Bug report:**

Title: Unable to sign-in with valid email and password

Steps:

1. Visit login page.
2. Input correct email and password.
3. Sign in.

Actual:

1. Error message “your account is not valid, try again” is shown.
2. No redirection to the signed-in user page.

**Bug/feature reports for rozetka:**

1. Title: Rozetka login popup disappears after closing Facebook/Google OAuth window without completing the login process in it.
2. Reveal password button is overlapped with password field error message sign when focus out from the password field without inputting password that meets field security check.
3. Password fields don’t have error messages/hints like email/phone field does